
FOR SYSTEM ADMINISTRATORS:
Auto Attach for Windows allows the feature for saving passwords in the session file.  This feature 
is activated by default.  If you have no intention of allowing passwords to be saved, remove the 
following section from the ATTACHW.CFG file:

[ALLOW PASSWORDS]
BY DEFAULT=YES
;servername=YES|NO

Please contact NSNL, Inc. for information regarding the password exclude version, whereby the 
previous block of information will not override the password exclusion feature.

To deactivate (but not permanently remove) this feature globally, set BY DEFAULT=NO.  You can 
set specific servers to accept or not accept passwords to be saved by typing the server name 
followed by yes for allow password saving or no for do not allow password saving.

For example, the following section sets password saving to deactivated, but allows passwords to 
be saved for the server UDWASH:

[ALLOW PASSWORDS]
BY DEFAULT=NO
UDWASH=YES

The following sample section sets password saving to activated, but does not allow passwords to 
be saved for the server ULWASH:

[ALLOW PASSWORDS]
BY DEFAULT=YES
ULWASH=NO

Passwords are saved under the [LOGIN DEFAULTS] section of the session file.  For example, the
following section shows how passwords are saved:

[LOGIN DEFAULTS]
UDWASH=SMITHJ PASSWORD

Passwords are "garbled" when saved to the session file to prevent casual or accidental discovery.

NOTE:  Auto Attach for Windows will only "garble" saved passwords, 
it does not in any way encrypt passwords.  NSNL, Inc. assumes no 
liability of any kind, expressed or implied, with regards to this feature.


